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from the President of the TUnited
States; which was read and, together
with the accompanying papers, referred
to the Committee on Foreign Affairs
and ordered to be printed:

To the Congress of the United States:

I am pleased to transmit to the Con-
gress, pursuant to sections 123 b. and
123 d. of the Atomic Energy Act of 1954,
as amended (42 U.S.C. 2153(b), (d)) (the
““Act”’), the text of a proposed Agree-
ment for Cooperation Between the Gov-
ernment of the United States of Amer-
ica and the Government of the Repub-
lic of Korea Concerning Peaceful Uses
of Nuclear Energy (the ‘‘Agreement’’).
I am also pleased to transmit my writ-
ten approval, authorization, and deter-
mination concerning the proposed
Agreement, and an unclassified Nu-
clear Proliferation Assessment State-
ment (NPAS) concerning the proposed
Agreement. (In accordance with sec-
tion 123 of the Act, as amended by Title
XII of the Foreign Affairs Reform and
Restructuring Act of 1998 (Public Law
105-277), two classified annexes to the
NPAS, prepared by the Secretary of
State, in consultation with the Direc-
tor of National Intelligence, summa-
rizing relevant classified information,
will be submitted to the Congress sepa-
rately.) The joint memorandum sub-
mitted to me by the Secretaries of
State and Energy and a letter from the
Chairman of the Nuclear Regulatory
Commission stating the views of the
Commission are also enclosed. An ad-
dendum to the NPAS containing a
comprehensive analysis of the export
control system of the Republic of
Korea (ROK) with respect to nuclear-
related matters, including interactions
with other countries of proliferation
concern and the actual or suspected
nuclear, dual-use, or missile-related
transfers to such countries, pursuant
to section 102A(w) of the National Se-
curity Act of 1947 (560 U.S.C. 3024(w)), is
being submitted separately by the Di-
rector of National Intelligence.

The proposed Agreement has been ne-
gotiated in accordance with the Act
and other applicable law. In my judg-
ment, it meets all applicable statutory
requirements and will advance the non-
proliferation and other foreign policy
interests of the United States.

The proposed Agreement contains all
of the requirements established by sec-
tion 123 a. of the Act. It provides a
comprehensive framework for peaceful
nuclear cooperation with the ROK
based on a mutual commitment to nu-
clear nonproliferation. It would permit
the transfer of material, equipment
(including reactors), components, in-
formation, and technology for nuclear
research and nuclear power production.
It would not permit the transfer of Re-
stricted Data, and sensitive nuclear
technology or technology or informa-
tion that is not in the public domain
concerning fabrication of nuclear fuel
containing plutonium could only be
transferred if specifically provided by
an amendment to the proposed Agree-
ment or a separate agreement. Any
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special fissionable material transferred
could only be in the form of low en-
riched uranium, with two exceptions:
small quantities of material for use as
samples; or for other specified applica-
tions such as use in loading and oper-
ation of fast reactors or the conduct of
fast reactor experiments. The proposed
Agreement would also obligate the
United States to endeavor to take such
actions as may be necessary and fea-
sible to ensure a reliable supply of low
enriched uranium fuel to the ROK,
similar to terms contained in other re-
cent civil nuclear cooperation agree-
ments.

The proposed Agreement would also
establish a new standing High-Level
Bilateral Commission (HLBC) to be led
by the Deputy Secretary of Energy for
the Government of the United States of
America and the Vice Minister of For-
eign Affairs for the Government of the
ROK. The purpose of the HLLBC is to fa-
cilitate peaceful nuclear and strategic
cooperation between the parties and
ongoing dialogue regarding areas of
mutual interest in civil nuclear energy,
including the civil nuclear fuel cycle.

The proposed Agreement will have an
initial term of 20 years and would
renew for one additional period of 5
years unless either party gives written
notice at least 2 years prior to its expi-
ration that it does not want to renew
the proposed Agreement. The proposed
Agreement also requires the parties to
consult as soon as possible after the
seventeenth anniversary of its entry
into force to decide whether to pursue
an extension of the proposed Agree-
ment. In the event of termination of
the proposed Agreement, key non-
proliferation conditions and controls
will continue in effect as long as any
nuclear material, moderator material,
byproduct material, equipment, or
component subject to the proposed
Agreement remains in the territory of
the party concerned or under its juris-
diction or control anywhere, or until
such time as the parties agree that, in
the case of nuclear material or moder-
ator material, such items are no longer
usable for any nuclear activity rel-
evant from the point of view of inter-
national safeguards or have become
practically irrecoverable, or in the case
of equipment, components, or byprod-
uct material, such items are no longer
usable for nuclear purposes.

The ROK has a strong track record
on nonproliferation and its government
has consistently reiterated its commit-
ment to nonproliferation. The ROK is a
party to the Treaty on the Non-pro-
liferation of Nuclear Weapons, has an
International Atomic Energy Agency
safeguards agreement and Additional
Protocol in force, is a member of the
four multilateral nonproliferation ex-
port control regimes (Missile Tech-
nology Control Regime, Wassenaar Ar-
rangement, Australia Group, and Nu-
clear Suppliers Group, for which it
served as Chair in 2003-2004 and is
scheduled to do so again in 2015-2016),
and is an active participant in the Pro-
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liferation Security Initiative. A more
detailed discussion of the ROK’s civil
nuclear program and its nuclear non-
proliferation policies and practices, in-
cluding its nuclear export policies and
practices, is provided in the NPAS and
in two classified annexes to the NPAS
submitted to you separately. As noted
above, the Director of National Intel-
ligence will provide an addendum to
the NPAS containing a comprehensive
analysis of the export control system
of the ROK with respect to nuclear-re-
lated matters.

I have considered the views and rec-
ommendations of the interested depart-
ments and agencies in reviewing the
proposed Agreement and have deter-
mined that its performance will pro-
mote, and will not constitute an unrea-
sonable risk to, the common defense
and security. Accordingly, I have ap-
proved the proposed Agreement and au-
thorized its execution and urge that
the Congress give it favorable consider-
ation.

This transmission shall constitute a
submittal for purposes of both sections
123 b. and 123 d. of the Act. My Admin-
istration is prepared to begin imme-
diately the consultations with the Sen-
ate Foreign Relations Committee and
the House Foreign Affairs Committee
as provided in section 123 b. Upon com-
pletion of the 30 days of continuous
session review provided for in section
123 b., the 60 days of continuous session
review provided for in section 123 d.
shall commence.

BARACK OBAMA.
THE WHITE HOUSE, June 16, 2015.

———

INTELLIGENCE AUTHORIZATION
ACT FOR FISCAL YEAR 2016

GENERAL LEAVE

Mr. NUNES. Mr. Speaker, I ask unan-
imous consent that all Members have 5
legislative days in which to revise and
extend their remarks and insert extra-
neous material on H.R. 2596, the Intel-
ligence Authorization Act for Fiscal
Year 2016.

The SPEAKER pro tempore (Mr.
HOLDING). Is there objection to the re-
quest of the gentleman from Cali-
fornia?

There was no objection.

The SPEAKER pro tempore. Pursu-
ant to House Resolution 315 and rule
XVIII, the Chair declares the House in
the Committee of the Whole House on
the state of the Union for the consider-
ation of the bill, H.R. 2596.

The Chair appoints the gentleman
from Utah (Mr. BISHOP) to preside over
the Committee of the Whole.

O 1406
IN THE COMMITTEE OF THE WHOLE
Accordingly, the House resolved

itself into the Committee of the Whole
House on the state of the Union for the
consideration of the bill (H.R. 2596) to
authorize appropriations for fiscal year
2016 for intelligence and intelligence-
related activities of the United States
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Government, the Community Manage-
ment Account, and the Central Intel-
ligence Agency Retirement and Dis-
ability System, and for other purposes,
with Mr. BISHOP of Utah in the chair.

The Clerk read the title of the bill.

The CHAIR. Pursuant to the rule, the
bill is considered read the first time.

The gentleman from California (Mr.
NUNES) and the gentleman from Cali-
fornia (Mr. SCHIFF) each will control 30
minutes.

The Chair recognizes the gentleman
from California (Mr. NUNES).

Mr. NUNES. Mr. Chair, I yield myself
such time as I may consume.

The Intelligence Authorization Act is
the annual blueprint for the work of
the intelligence community and Amer-
ica’s military intelligence efforts. The
bill sets priorities for our critical intel-
ligence efforts and the legal framework
of guidance and oversight for those ef-
forts. As you may recall, the House has
passed intelligence authorization bills
with strong bipartisan support in the
past several Congresses.

The ranking member, Mr. SCHIFF,
and I worked in a bipartisan manner to
draft this legislation in front of you
today. Passing annual intelligence au-
thorization legislation is the most ef-
fective way for Congress to exercise
oversight over the executive branch
and helps ensure that the country’s in-
telligence agencies have the resources
and authorities mnecessary to keep
Americans safe. This legislation passed
unanimously out of our committee.

As most of the intelligence budget in-
volves highly classified programs, the
bulk of the committee’s recommenda-
tions each year are found in the classi-
fied annex of the bill, which has been
available for Members to review since
June 4. Among other initiatives, the
bill provides authorization for critical
national security functions, including
fighting terrorism, countering the pro-
liferation of weapons of mass destruc-
tion, funding efforts to recover from
unauthorized disclosures of intel-
ligence capabilities, and investing in
the resiliency of our national security
space architecture.

At an unclassified level, I can report
that the annex for fiscal year 2016 au-
thorizes funding that is slightly below
the President’s budget request level.
Its funding levels are in line with the
House-passed Defense Appropriations
bill for the National Intelligence Pro-
gram and with the National Defense
Authorization Act for the Military In-
telligence Program. Overall, this bill
sustains today’s intelligence capabili-
ties and provides for future capabilities
while staying within the funding con-
straints of the Budget Control Act and
the budget resolution.

Mr. Chair, we are currently facing
one of the most challenging global en-
vironments in our Nation’s history.
Nearly 14 years after the 9/11 attacks,
the U.S. continues to hunt al Qaeda
and its affiliates. We have taken the
fight to the enemy and achieved tre-
mendous success. But despite various
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strategies employed by two adminis-
trations to prevent the spread of rad-
ical Islam, that threat remains. The
Arab Spring civil war in Syria and the
emergence of the Islamic State of Iraq
and the Levant in places such as north
Africa highlight only a few of the many
events in the past several years that
now define U.S. policy failures in the
Middle East. In just over a year, ISIL
has exploded from a largely localized
force in Iraq to seriously challenge al
Qaeda as the vanguard of global jihad.

Moreover, nation-states like Russia
and China continue to expand their
spheres of influence and diminish U.S.
clout worldwide. Russia has taken ad-
vantage of indecisiveness in Europe
and exploited uneven leadership in the
U.S. to pressure Ukraine and its neigh-
bors on core Russian interests. China
bullies its neighbors in the South and
East China Sea and, if left unchecked,
will likely exercise de facto control
over maritime trade in its perceived
territorial waters in the next decade.
Meanwhile, North Korea and Iran con-
tinue to pose significant proliferation
risks and remain strategic threats to
the U.S. and its allies. State actors can
bring a tremendous amount of re-
sources to counter U.S. policy, placing
an immense burden on the intelligence
community to collect information on
and to assess these activities carefully
and accurately.

Perhaps more troubling, state and
nonstate actors alike are developing
new ways to project power, particu-
larly in cyberspace. Cyber attacks are
becoming so pervasive that network
defenders are overwhelmed. Attackers
seem to gain access to sensitive sys-
tems at will. The most recent attacks
on the Office of Personnel Management
servers, possibly one of the most sig-
nificant national security incidents in
the past decade, highlight the contin-
ued threat to our Nation’s infrastruc-
ture.

Mr. Chair, in this year’s intelligence
authorization bill, the committee has
taken a great deal of care in addressing
the wide range of issues described
above. This bill is an essential tool in
supporting our Nation’s efforts to tack-
le today’s challenges while also direct-
ing the intelligence community to
make strategic investments in the fu-
ture. In particular, I believe that the
bill goes a long way toward encour-
aging the intelligence community to
make much-needed investments, such
as recovering from unauthorized disclo-
sures of intelligence capabilities.

Additionally, this year’s authoriza-
tion bill comes on the heels of the com-
mittee’s recent bipartisan successes on
key national security issues, like reau-
thorizing important provisions related
to the Foreign Intelligence Surveil-
lance Act, and overwhelmingly passing
bipartisan legislation on cyber threat
sharing information. I applaud Rank-
ing Member SCHIFF for his help on
these issues, and I look forward to
working together in the future.

Finally, I want to thank all the In-
telligence Committee staff on both
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sides of the aisle for their support
drafting this bill. The committee staff
spent countless hours assisting Mem-
bers and finalizing the legislation.

In particular, I would like to recog-
nize our Sandia National Labs fellow,
Mr. Randy Smith. He has been with the
committee for almost 2 years and will
be leaving us soon to return to Sandia.
He has been a tremendous asset to this
committee, and I would like to thank
him for all his hard work.

I would also like to thank the men
and women of the intelligence commu-
nity for all their efforts to continue to
protect this Nation.

I look forward to passing this legisla-
tion.

Mr. Chair, the intelligence authorization act
is the annual blueprint for the work of the intel-
ligence community and America’s military in-
telligence efforts. The bill sets the priorities for
our critical intelligence efforts, and the legal
framework of guidance and oversight for those
efforts. As you may recall, the House has
passed intelligence authorization bills with
strong bipartisan support in the past several
Congresses.

The Ranking Member, Mr. SCHIFF, and |
worked in a bipartisan manner to draft the leg-
islation in front of you today. Passing annual
intelligence authorization legislation is the
most effective way for Congress to exercise
oversight over the executive branch and helps
ensure that the country’s intelligence agencies
have the resources and authorities necessary
to keep Americans safe. This legislation
passed unanimously out of our Committee.

As most of the intelligence budget involves
highly classified programs, the bulk of the
Committee’s recommendations each year are
found in the classified annex to the bill, which
has been available for Members to review
since June 4th. Among other initiatives, the bill
provides authorization for critical national se-
curity functions, including: fighting terrorism
and countering the proliferation of weapons of
mass destruction, funding efforts to recover
from unauthorized disclosures of intelligence
capabilities, and investing in the resiliency of
our national security space architecture.

At an unclassified level, | can report that the
annex for Fiscal Year 2016 authorizes funding
that is slightly below the President’s budget re-
quest level. lts funding levels are in line with
the House-passed Defense Appropriations bill
for the National Intelligence Program and with
the National Defense Authorization Act for the
Military Intelligence Program. Overall, this bill
sustains today’s intelligence capabilities and
provides for future capabilities while staying
within the funding constraints of the Budget
Control Act and the Budget Resolution.

Mr. Chair, we are currently facing one of the
most challenging global environments in our
nation’s history. Nearly 14 years after the 9/11
attacks, the U.S. continues to hunt al-Qa’ida
and its affiliates. We have taken the fight to
the enemy and achieved tremendous success,
but despite various strategies employed by
two administrations to prevent the spread of
radical Islam, the threat remains. The Arab
Spring, civil war in Syria, and the emergence
of the Islamic State of Iraq and the Levant in
places such as Northern Africa highlight only
a few of the many events in the past several
years that now define U.S. policy failures in
the Middle East. In just over a year, ISIL has
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exploded from a largely localized force in Iraq
to seriously challenge al-Qa’ida as the van-
guard of the global jihad.

Moreover, nation states like Russia and
China continue to expand their spheres of in-
fluence and diminish U.S. clout worldwide.
Russia has taken advantage of indecisiveness
in Europe and exploited uneven leadership in
the U.S. to pressure Ukraine and its neighbors
on core Russian interests. China bullies its
neighbors in the South and East China Sea,
and if left unchecked, will likely exercise de
facto control over maritime trade in its per-
ceived territorial waters in the next decade.
Meanwhile, North Korea and Iran continue to
pose significant proliferation risks and remain
strategic threats to the U.S. and its allies.
State actors can bring a tremendous amount
of resources to counter U.S. policy, placing an
immense burden on the Intelligence Commu-
nity to collect information on, and assess,
these activities carefully and accurately.

Perhaps more troubling, state and non-state
actors alike are developing new ways to
project power, particularly in cyberspace.
Cyber attacks are becoming so pervasive that
network defenders are overwhelmed; attackers
seem to gain access to sensitive systems at
will. The most recent attacks on the Office of
Personnel Management servers—possibly one
of the most significant national security inci-
dents in the past decade—highlight the contin-
ued threat to our nation’s infrastructure.

Mr. Chair, in this year’s intelligence author-
ization bill, this Committee has taken a great
deal of care in addressing the wide range of
issues described above. This bill is an essen-
tial tool in supporting our nation’s efforts to
tackle today’s challenges, while also directing
the Intelligence Community to make strategic
investments in the future. In particular, | be-
lieve that this bill goes a long way toward en-
couraging the Intelligence Community to make
much-needed investments, such as recovering
from unauthorized disclosures of intelligence
capabilities.

Additionally, this year's authorization bill
comes on the heels of the Committee’s recent
bipartisan successes on key national security
issues, including reauthorizing important provi-
sions related to the Foreign Intelligence Sur-
veillance Act, and overwhelmingly passing bi-
partisan legislation on cyber threat information
sharing. | applaud Ranking Member SCHIFF for
his help on these issues and look forward to
working together in the future.

Finally, | want to thank all the Intelligence
Committee staff on both sides of the aisle for
their support drafting this bill. The Committee
staff spent countless hours assisting Members
and finalizing the legislation. In particular, |
would like to recognize our Sandia National
Labs fellow, Randy Smith. He has been with
the Committee for almost two years and will
be leaving us soon to return to Sandia. He
has been a tremendous asset to this Com-
mittee and | thank him for all his hard work.
| would also like to thank the men and women
of the Intelligence Community for all their ef-
forts protecting this nation. | look forward to
passing this legislation.

Mr. Chair, I reserve the balance of
my time.

Mr. SCHIFF. Mr. Chairman, I yield
myself such time as I may consume.

First, I want to say thank you to
Chairman NUNES. This Intelligence Au-
thorization Act for Fiscal Year 2016 is
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our third major piece of legislation to-
gether, and it once again demonstrates
the fruits of our commitment to bipar-
tisanship.

We also have our difference of opin-
ion from time to time, and on this bill,
we have some differences. But I know
that as long as we continue to work to-
gether, there is no end to the good that
we can accomplish.

Through our cyber bill and our sur-
veillance reform bill, we have been
guided by two core principles: first,
that national security is truly the se-
curity of the entire Nation and all
Americans; second, that national secu-
rity can and must coexist with privacy
and civil liberties. I believe the bill
today largely furthers these principles
as well.

The IAA funds, equips, and sets the
priorities for the U.S. intelligence com-
munity; and it is a crucial vehicle by
which Congress provides oversight of
the IC and ensures that U.S. intel-
ligence professionals and intelligence
programs have the funds and authori-
ties they need to keep us safe, as well
as our allies and partners.

As the annual IAA provides hundreds
of pages of detailed guidance, strict au-
thorizations, and precise limitations, it
is also the single most important
means by which Congress conducts its
oversight of the intelligence commu-
nity.

0 1415

As in past years, this year’s TAA is a
carefully considered bill and the result
of thoughtful oversight.

The Fiscal Year 2016 IAA funds the
intelligence community at about 1 per-
cent below the President’s budget re-
quest and about 7 percent above last
year’s enacted budget level.

The bill makes cuts to less-effective
programs, adds money to underfunded
programs, and requires intelligence
agencies to regularly inform Congress
of their activities, ensuring funds are
spent responsibly and lawfully.

Notably, the bill today holds, or
“fences,”” significant amounts of
money to make sure Congress’ direc-
tion is followed to the letter and on
time.

I want to highlight just a few par-
ticular aspects of the bill. It continues
the committee’s longstanding empha-
sis on counterintelligence and security
reforms. It also continues to support
our overhead architecture by funding
our most critical space programs, in-
vesting in space protection and resil-
iency, preserving investments in cut-
ting-edge technologies, and enhancing
oversight of contracting and procure-
ment practices.

It also promotes enhancements to
our foreign partner capabilities, which
are critical to multiplying the reach
and impact of our own intelligence ef-
forts. It enhances human intelligence,
or HUMINT, capabilities, which are
often the key to understanding and
predicting global events.

It provides resources to safeguard
vulnerable signals intelligence, or
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SIGINT, collection while enhancing
oversight of these and other sources of
intelligence. It emphasizes collection
to monitor and ensure compliance with
treaties and potential international
agreements. It greatly enhances over-
sight of Defense special operation
forces activities worldwide.

The bill also incorporates some ex-
cellent provisions championed by the
Democratic members of the Intel-
ligence Committee, as well as the Re-
publican members.

In particular, I want to highlight Mr.
HIMES’ provision to enhance the qual-
ity of metrics we receive to enable
more thorough oversight; Ms. SEWELL’S
multiple provisions to enhance diver-
sity within the intelligence commu-
nity; Mr. CARSON’s provisions to better
understand FBI resource allocation
against domestic and foreign threats
and the role of the FBI and DNI in
countering violent extremism, particu-
larly in minors; Ms. SPEIER’S provision
to provide greater human rights over-
sight of the IC’s relationship with cer-
tain foreign partners; Mr. QUIGLEY’S
provision regarding intelligence sup-
port to Ukraine; and Mr. SWALWELL’S
provision to ensure that Department of
Energy National Labs can work with
State and local government recipients
of homeland security grants.

All this said, while I believe the bill
largely reflects sound choices, I am
concerned that it uses the overseas
contingency operations—or OCO—fund-
ing as a way to evade the sequestration
levels mandated by the ill-conceived
Budget Control Act.

Again, I largely support the funding
levels and the programs which the TAA
authorizes, but I cannot endorse how it
has funded them. We need to be serious
and thoughtful about the budget and
undo sequestration—not just employ
accounting tricks to evade its levels
only for defense and national security-
related items.

Even some domestic programs and
agencies that contribute to our home-
land security cannot qualify for OCO
dollars, while vital programs like our
children’s education and our social
services are left to languish.

Instead of arbitrary, across-the-board
cuts, let’s do what this bill does sub-
stantively: make cuts to some areas
and add money to others in a delib-
erate, well thought out manner. It is
time to forthrightly deal with seques-
tration for all of our national prior-
ities, not just for defense.

I am also opposed to provisions in
this bill which would tie the hands of
the administration and prevent the or-
derly transfer of detainees from the de-
tention center at Guantanamo Bay.
These restrictions have never been in-
cluded in prior versions of the TAA, and
there is no reason to introduce them
into the IAA process now.

The bill goes even further than re-
stricting transfer of detainees to the
United States and includes a new pro-
vision which restricts transfers to
‘“‘combat zones,” a term that is so
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broad as to include allies and partners
such as Jordan.

As I have long said, keeping the
Guantanamo prison serves as a recruit-
ment tool for militants, undercuts our
relationships with our allies, and un-
dermines our international standing.

With that said, the bill, as a whole, is
largely a strong product, and I appre-
ciate the close partnership we have en-
joyed with the chairman in working on
it. But, unfortunately, I cannot support
the bill so long as it includes these
Guantanamo restrictions and employs
the OCO budget gimmick at the ex-
pense of our domestic spending prior-
ities.

I look forward to a robust amend-
ment process today, and I am com-
mitted to working with the chairman,
the Senate, the administration, the
other committees of jurisdiction, and
all Members of Congress to make crit-
ical improvements to the bill as it
moves forward, and to resolve the
issues to keep alive the string of con-
secutive signed IAAs.

Mr. Chairman, I reserve the balance
of my time.

Mr. NUNES. Mr. Chair, at this time I
yield 2 minutes to the gentleman from
North Carolina (Mr. PITTENGER).

Mr. PITTENGER. I thank the chair-
man for his vital leadership on the In-
telligence Committee.

I rise in support of this legislation
providing the intelligence community
the authorization needed to protect
and defend the United States and sup-
port critical national security pro-
grams protecting Americans from na-
tion states and Islamic terrorists.

In December, NSA Director Admiral
Rogers warned that China has the ca-
pability of shutting down the U.S. elec-
tric grid through cyber attack. Home-
land security Secretary Johnson has
warned about the threat of attacks
launched by sleeper cells in most of our
States. ISIS continues to expand into
new territory, while Americans are
more at risk because President Obama
has no strategy for defeating ISIS,
whom he initially referred to as the JV
team.

This is not the time to impede our in-
telligence efforts. America faces grave
danger from those who wish to destroy
our way of life. Please join me in full
bipartisan support of the Intelligence
Authorization Act. Let us be united in
confronting the perilous threats of our
adversaries.

Mr. SCHIFF. Mr. Chairman, at this
time I am pleased to yield 2 minutes to
the gentleman from New York (Mr.
ENGEL), the ranking member on the
House Foreign Affairs Committee.

Mr. ENGEL. I thank my friend for
yielding.

I want to say that I appreciate the
bipartisan, hard work of Chairman
NUNES and Ranking Member SCHIFF,
but I want to bring to the House’s at-
tention recent reports that this bill
makes drastic cuts in our so-called cov-
ert support to the moderate Syrian op-
position.
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A headline in the Saturday Wash-
ington Post read: ‘‘Secret CIA effort in
Syria faces large funding cut.” If these
reports are true, just as the moderate
Syrian forces may be starting to make
progress, especially in the south, then I
am afraid we may be making a big mis-
take.

Unfortunately, most Members of the
House don’t know for certain if this
legislation will reduce our support for
the moderate opposition. Those fund-
ing decisions are made behind closed
doors. And that is why I believe this
bill is not the right place for us to be
making decisions that have a major
impact on our Syria strategy.

I have no doubt that Chairman
NUNES and Ranking Member SCHIFF are
determined to get the intelligence
piece of our Syria response right, but
this is not merely an intelligence issue,
and our overall strategy in Syria goes
far beyond what is included in any cov-
ert program. I believe we shouldn’t be
dealing with this problem in a piece-
meal way.

As we have been doing in the Foreign
Affairs Committee on a bipartisan
basis, I urge my colleagues to take a
step back, look at the big picture, and
address our Syria policy in a way that
makes sense and involves all the rel-
evant players.

I am troubled if it is true that this
bill makes drastic cuts in our so-called
covert support to the moderate Syria
opposition. And I commend the hard
work of our chairman and ranking
member.

Mr. NUNES. Mr. Chairman, I yield
myself such time as I may consume.

I would urge my colleague, the rank-
ing member on the Foreign Affairs
Committee, that we shouldn’t always
believe what is in the newspaper. There
have been lots of different reports
about lots of different things.

I would say that Mr. SCHIFF and I
worked in a bipartisan manner to look
at all programs across the spectrum of
the 17 agencies. And we would be glad
to spend some time with the gentleman
from New York down in the committee
spaces to raise the concerns that he
brought up about a newspaper article.
As I said, I think there are a lot of
things that we read in the newspaper.

I reserve the balance of my time.

Mr. SCHIFF. Mr. Chairman, I yield
myself such time as I may consume.

The Intelligence Authorization Act is
the vehicle by which we ensure that
U.S. intelligence professionals and pro-
grams have the funds and the authori-
ties that they need. It is the single
most important means by which Con-
gress can conduct its oversight. We
need to pass this legislation, just as
the committee has done over the last
several years.

It is my hope that as the legislation
moves forward, we will be able to dis-
pose of the Guantanamo provisions—I
will have an amendment to address
that in a few minutes—and that we can
also resolve the issues regarding the
overseas contingency account. I look
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forward to working with my colleague
as the bill moves forward to address
those issues.

I want to join the chairman in salut-
ing the members of the intelligence
community—the men and women who
do such an extraordinary job for us
each and every day. They have our sin-
cerest gratitude and full appreciation
for their dedication, their patriotism,
and their unparalleled skills. I also
want to thank again our chairman for
his leadership, his commitment to bi-
partisanship, and his determination to
do what is right. I want to thank our
colleagues on the committee, who have
done an extraordinary job in helping to
put this bill together.

I also want to join the chairman in
thanking our wonderful staff on our
side of the aisle. I want to thank Carly
Blake, Linda Cohen, Allison Getty,
Robert Minehart, Amanda Rogers
Thorpe, Rheanne Wirkkala, as well as
Patrick Boland and our shared tech-
nical and security staff, including Kris-
tin Jepson, Brandon Smith, and Kevin
Klein. We have an extraordinary team
on the committee. It is a great pleas-
ure to serve and work with each and
every one of them.

I yield back the balance of my time.

Mr. NUNES. Mr. Chair, I yield myself
such time as I may consume.

I want to thank the ranking member
for his continued cooperation to work
in a bipartisan fashion. As I think most
Americans know, the threats continue
to add up every day, and it is up to the
men and women in the intelligence
community to help keep us safe. I
know the ranking member and I are
committed to doing just that.

With that, I look forward to debate
on the amendments and passage of the
final underlying bill, and I yield back
the balance of my time.

The CHAIR. All time for general de-
bate has expired.

Pursuant to the rule, the bill shall be
considered for amendment under the 5-
minute rule.

In lieu of the amendment in the na-
ture of a substitute recommended by
the Permanent Select Committee on
Intelligence, printed in the bill, it shall
be in order to consider as an original
bill for the purpose of amendment
under the 5-minute rule an amendment
in the nature of a substitute consisting
of the text of Rules Committee Print
114-19. That amendment in the nature
of a substitute shall be considered as
read.

The text of the amendment in the na-
ture of a substitute is as follows:

H.R. 2596

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in
Congress assembled,

SECTION 1. SHORT TITLE; TABLE OF CONTENTS.

(a) SHORT TITLE.—This Act may be cited as
the ‘‘Intelligence Authorization Act for Fiscal
Year 2016°°.

(b) TABLE OF CONTENTS.—The table of con-
tents for this Act is as follows:

Sec. 1. Short title; table of contents.
Sec. 2. Definitions.
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TITLE I—INTELLIGENCE ACTIVITIES
Sec. 101. Authorization of appropriations.
Sec. 102. Classified schedule of authorizations.
Sec. 103. Personnel ceiling adjustments.
Sec. 104. Intelligence Community Management
Account.
TITLE II—CENTRAL INTELLIGENCE AGEN-
CY RETIREMENT AND DISABILITY SYS-
TEM

Sec. 201. Authorization of appropriations.
TITLE III—GENERAL PROVISIONS
Subtitle A—General Matters

Increase in employee compensation
and benefits authorized by law.

Restriction on conduct of intelligence
activities.

Prior congressional notification of ini-
tiations of certain new special ac-
cess programs.

Prior congressional notification of
transfers of funds for certain in-
telligence activities.

Designation of lead intelligence officer
for tunnels.

Clarification of authority of Privacy
and Civil Liberties Oversight
Board.

Reporting process required for track-
ing certain requests for country
clearance.

Prohibition on sharing of certain in-
formation in response to foreign
government inquiries.

National Cyber Threat Intelligence In-
tegration Center.

Intelligence community business Sys-
tem transformation.

Inclusion of Inspector General of In-
telligence Community in Council
of Inspectors General on Integrity
and Efficiency.

Authorities of the Inspector General
for the Central Intelligence Agen-
cy.

Provision of information and assist-
ance to Inspector General of the
Intelligence Community.

Clarification relating to information
access by Comptroller General.

Use of homeland security grant funds
in conjunction with Department
of Energy national laboratories.

Technical amendments relating to pay
under title 5, United States Code.

Subtitle B—Matters Relating to United States
Naval Station, Guantanamo Bay, Cuba

Sec. 321. Prohibition on use of funds for trans-

fer or release of individuals de-

tained at United States Naval

Station, Guantanamo Bay, Cuba.

Sec. 301.

Sec. 302.

Sec. 303.

Sec. 304.

Sec. 305.

Sec. 306.

Sec. 307.

Sec. 308.

Sec. 309.

Sec. 310.

Sec. 311.

Sec. 312.

Sec. 313.

Sec. 314.

Sec. 315.

Sec. 316.

Sec. 322. Prohibition on use of funds to con-
struct or modify facilities in
United States to house detainees
transferred from United States
Naval Station, Guantanamo Bay,
Cuba.

Sec. 323. Prohibition on use of funds to transfer
or release individuals detained at
United States Naval Station,
Guantanamo Bay, Cuba, to com-
bat zones.
Subtitle C—Reports

Sec. 331. Reports to Congress on individuals
formerly detained at United
States Nawval Station, Guanta-
namo Bay, Cuba.

Sec. 332. Reports on foreign fighters.

Sec. 333. Reports on prisoner population at
United States Naval Station,
Guantanamo Bay, Cuba.

Sec. 334. Report on use of certain business con-
cerns.

Sec. 335. Repeal of certain reporting require-
ments.

SEC. 2. DEFINITIONS.

In this Act:
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(a) CONGRESSIONAL INTELLIGENCE COMMIT-
TEES.—The term ‘‘congressional intelligence
committees’ means—

(1) the Select Committee on Intelligence of the
Senate; and

(2) the Permanent Select Committee on Intel-
ligence of the House of Representatives.

(b) INTELLIGENCE COMMUNITY.—The term “‘in-
telligence community’’ has the meaning given
that term in section 3(4) of the National Security
Act of 1947 (50 U.S.C. 3003(4)).

TITLE I—-INTELLIGENCE ACTIVITIES
SEC. 101. AUTHORIZATION OF APPROPRIATIONS.

Funds are hereby authoriced to be appro-
priated for fiscal year 2016 for the conduct of
the intelligence and intelligence-related activi-
ties of the following elements of the United
States Government:

(1) The Office of the Director of National In-
telligence.

(2) The Central Intelligence Agency.

(3) The Department of Defense.

(4) The Defense Intelligence Agency.

(5) The National Security Agency.

(6) The Department of the Army, the Depart-
ment of the Navy, and the Department of the
Air Force.

(7) The Coast Guard.

(8) The Department of State.

(9) The Department of the Treasury.

(10) The Department of Energy.

(11) The Department of Justice.

(12) The Federal Bureau of Investigation.

(13) The Drug Enforcement Administration.

(14) The National Reconnaissance Office.

(15) The National Geospatial-Intelligence
Agency.

(16) The Department of Homeland Security.
SEC. 102. CLASSIFIED SCHEDULE OF AUTHORIZA-

TIONS.

(a) SPECIFICATIONS OF AMOUNTS AND PER-
SONNEL LEVELS.—The amounts authorized to be
appropriated under section 101 and, subject to
section 103, the authorized personnel ceilings as
of September 30, 2016, for the conduct of the in-
telligence activities of the elements listed in
paragraphs (1) through (16) of section 101, are
those specified in the classified Schedule of Au-
thorizations prepared to accompany the bill
H.R. 2596 of the One Hundred Fourteenth Con-
gress.

(b) AVAILABILITY OF CLASSIFIED SCHEDULE OF
AUTHORIZATIONS.—

(1) AVAILABILITY.—The classified Schedule of
Authorizations referred to in subsection (a)
shall be made available to the Committee on Ap-
propriations of the Senate, the Committee on
Appropriations of the House of Representatives,
and to the President.

(2) DISTRIBUTION BY THE PRESIDENT.—Subject
to paragraph (3), the President shall provide for
suitable distribution of the classified Schedule of
Authorizations, or of appropriate portions of the
Schedule, within the executive branch.

(3) LIMITS ON DISCLOSURE.—The President
shall not publicly disclose the classified Sched-
ule of Authorizations or any portion of such
Schedule except—

(A) as provided in section 601(a) of the Imple-
menting Recommendations of the 9/11 Commis-
sion Act of 2007 (50 U.S.C. 3306(a));

(B) to the extent necessary to implement the
budget; or

(C) as otherwise required by law.

SEC. 103. PERSONNEL CEILING ADJUSTMENTS.

(a) AUTHORITY FOR INCREASES.—The Director
of National Intelligence may authorize employ-
ment of civilian personnel in excess of the num-
ber authorized for fiscal year 2016 by the classi-
fied Schedule of Authorizations referred to in
section 102(a) if the Director of National Intel-
ligence determines that such action is necessary
to the performance of important intelligence
functions, except that the number of personnel
employed in excess of the number authorized
under such section may not, for any element of
the intelligence community, exceed 3 percent of
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the number of civilian personnel authorized

under such schedule for such element.

(b) TREATMENT OF CERTAIN PERSONNEL.—The
Director of National Intelligence shall establish
guidelines that govern, for each element of the
intelligence community, the treatment under the
personnel levels authoriced under section 102(a),
including any exemption from such personnel
levels, of employment or assignment in—

(1) a student program, trainee program, or
similar program;

(2) a reserve corps or as a reemployed annu-
itant; or

(3) details, joint duty, or long-term, full-time
training.

(c) NOTICE TO CONGRESSIONAL INTELLIGENCE
COMMITTEES.—The Director of National Intel-
ligence shall notify the congressional intel-
ligence committees in writing at least 15 days
prior to each exercise of an authority described
in subsection (a).

SEC. 104. INTELLIGENCE COMMUNITY MANAGE-

MENT ACCOUNT.

(a) AUTHORIZATION OF APPROPRIATIONS.—
There is authoriced to be appropriated for the
Intelligence Community Management Account
of the Director of National Intelligence for fiscal
year 2016 the sum of $501,850,000. Within such
amount, funds identified in the classified Sched-
ule of Authorizations referred to in section
102(a) for advanced research and development
shall remain available until September 30, 2017.

(b) AUTHORIZED PERSONNEL LEVELS.—The ele-
ments within the Intelligence Community Man-
agement Account of the Director of National In-
telligence are authorized 785 positions as of Sep-
tember 30, 2016. Persomnel serving in such ele-
ments may be permanent employees of the Office
of the Director of National Intelligence or per-
sonnel detailed from other elements of the
United States Government.

(c) CLASSIFIED AUTHORIZATIONS.—

(1) AUTHORIZATION OF APPROPRIATIONS.—In
addition to amounts authorized to be appro-
priated for the Intelligence Community Manage-
ment Account by subsection (a), there are au-
thorized to be appropriated for the Community
Management Account for fiscal year 2016 such
additional amounts as are specified in the clas-
sified Schedule of Authorizations referred to in
section 102(a). Such additional amounts for ad-
vanced research and development shall remain
available until September 30, 2017.

(2) AUTHORIZATION OF PERSONNEL.—In addi-
tion to the personnel authorized by subsection
(b) for elements of the Intelligence Community
Management Account as of September 30, 2016,
there are authorized such additional personnel
for the Community Management Account as of
that date as are specified in the classified
Schedule of Authorizations referred to in section
102(a).

TITLE II—CENTRAL INTELLIGENCE AGEN-
CY RETIREMENT AND DISABILITY SYS-
TEM

SEC. 201. AUTHORIZATION OF APPROPRIATIONS.
There is authoriced to be appropriated for the

Central Intelligence Agency Retirement and Dis-

ability Fund for fiscal year 2016 the sum of

3514,000,000.

TITLE III—GENERAL PROVISIONS
Subtitle A—General Matters

SEC. 301. INCREASE IN EMPLOYEE COMPENSA-
TION AND BENEFITS AUTHORIZED
BY LAW.

Appropriations authorized by this Act for sal-
ary, pay, retirement, and other benefits for Fed-
eral employees may be increased by such addi-
tional or supplemental amounts as may be nec-
essary for increases in such compensation or
benefits authorized by law.

SEC. 302. RESTRICTION ON CONDUCT OF INTEL-
LIGENCE ACTIVITIES.

The authorization of appropriations by this
Act shall not be deemed to constitute authority
for the conduct of any intelligence activity
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which is not otherwise authorized by the Con-

stitution or the laws of the United States.

SEC. 303. PRIOR CONGRESSIONAL NOTIFICATION
OF INITIATIONS OF CERTAIN NEW
SPECIAL ACCESS PROGRAMS.

(a) LIMITATION.—Ezxcept as provided in sub-
section (b), none of the funds authorized to be
appropriated by this Act or otherwise made
available for the intelligence community for fis-
cal year 2016 may be used to initiate any new
special access program pertaining to any intel-
ligence or intelligence-related activity or covert
action unless the Director of National Intel-
ligence or the Secretary of Defense, as appro-
priate, submits to the congressional intelligence
committees and the Committees on Armed Serv-
ices of the House of Representatives and the
Senate, by not later than 30 days before initi-
ating such a program, written notification of
the intention to initiate the program.

(b) WAIVER.—

(1) IN GENERAL.—The Director of National In-
telligence or the Secretary of Defense, as appro-
priate, may waive subsection (a) with respect to
the initiation of a new special access program if
the Director or Secretary, as the case may be,
determines that an emergency situation makes it
impossible or impractical to provide the notice
required under such subsection by the date that
is 30 days before such initiation.

(2) NoOTICE.—If the Director or Secretary
issues a waiver under paragraph (1), the Direc-
tor or Secretary, as the case may be, shall sub-
mit to the congressional intelligence committees
and the Committees on Armed Services of the
House of Representatives and the Senate, by not
later than 48 hours after the initiation of the
new special access program covered by the waiv-
er, written notice of the waiver and a justifica-
tion for the waiver, including a description of
the emergency situation that necessitated the
waiver.

(c) SPECIAL ACCESS PROGRAM DEFINED.—In
this section, the term ‘‘special access program’’
has the meaning given such term in Executive
Order 13526 as in effect on the date of the enact-
ment of this Act.

SEC. 304. PRIOR CONGRESSIONAL NOTIFICATION
OF TRANSFERS OF FUNDS FOR CER-
TAIN INTELLIGENCE ACTIVITIES.

(a) LIMITATION.—Ezxcept as provided in Ssub-
section (b), none of the funds authorized to be
appropriated by this Act or otherwise made
available for the intelligence community for fis-
cal year 2016 may be used to initiate a transfer
of funds from the Joint Improvised Explosive
Device Defeat Fund or the Counterterrorism
Partnerships Fund to be used for intelligence
activities unless the Director of National Intel-
ligence or the Secretary of Defense, as appro-
priate, submits to the congressional intelligence
committees, by not later than 30 days before ini-
tiating such a transfer, written notice of the
transfer.

(b) WAIVER.—

(1) IN GENERAL.—The Director of National In-
telligence or the Secretary of Defense, as appro-
priate, may waive subsection (a) with respect to
the initiation of a transfer of funds if the Direc-
tor or Secretary, as the case may be, determines
that an emergency situation makes it impossible
or impractical to provide the motice required
under such subsection by the date that is 30
days before such initiation.

(2) NOTICE.—If the Director or Secretary
issues a waiver under paragraph (1), the Direc-
tor or Secretary, as the case may be, shall sub-
mit to the congressional intelligence committees,
by not later than 48 hours after the initiation of
the transfer of funds covered by the waiver,
written notice of the waiver and a justification
for the waiver, including a description of the
emergency Ssituation that necessitated the waiv-
er.

SEC. 305. DESIGNATION OF LEAD INTELLIGENCE
OFFICER FOR TUNNELS.

The Director of National Intelligence shall

designate an official to manage the collection
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and analysis of intelligence regarding the tac-

tical use of tunnels by state and nonstate ac-

tors.

SEC. 306. CLARIFICATION OF AUTHORITY OF PRI-
VACY AND CIVIL LIBERTIES OVER-
SIGHT BOARD.

Section 1061(g) of the Intelligence Reform and
Terrorism Prevention Act of 2004 (42 U.S.C.
2000ee(g)) is amended by adding at the end the
following new paragraph:

“(5) LIMITATIONS.—Nothing in this section
shall be construed to authorize the Board, or
any agent thereof, to gain access to information
that an executive branch agency deems related
to covert action, as such term is defined in sec-
tion 503(e) of the National Security Act of 1947
(50 U.S.C. 3093(e)).”.

SEC. 307. REPORTING PROCESS REQUIRED FOR
TRACKING CERTAIN REQUESTS FOR
COUNTRY CLEARANCE.

(a) IN GENERAL.—BY not later than September
30, 2016, the Director of National Intelligence
shall establish a formal internal reporting proc-
ess for tracking requests for country clearance
submitted to overseas Director of National Intel-
ligence representatives by departments and
agencies of the United States. Such reporting
process shall include a mechanism for tracking
the department or agency that submits each
such request and the date on which each such
request is submitted.

(b) CONGRESSIONAL BRIEFING.—By mnot later
than December 31, 2016, the Director of National
Intelligence shall brief the congressional intel-
ligence committees on the progress of the Direc-
tor in establishing the process required under
subsection (a).

SEC. 308. PROHIBITION ON SHARING OF CERTAIN
INFORMATION IN RESPONSE TO
FOREIGN GOVERNMENT INQUIRIES.

(a) PROHIBITION.—None of the funds author-
ized to be appropriated by this Act for any ele-
ment of the intelligence community may be used
to respond to, share, or authorize the sharing of
any non-public information related to intel-
ligence activities carried out by the United
States in response to a legislative or judicial in-
quiry from a foreign government into the intel-
ligence activities of the United States.

(b) CONGRESSIONAL NOTIFICATION.—Not later
than 30 days after an element of the intelligence
community receives a legislative or judicial in-
quiry from a foreign government related to intel-
ligence activities carried out by the United
States, the element shall submit to the congres-
sional intelligence committees written notifica-
tion of the inquiry.

(c) CLARIFICATION REGARDING COLLABORA-
TION WITH FOREIGN PARTNERS.—The prohibition
under subsection (a) shall not be construed as
limiting routine intelligence activities with for-
eign partners, except in any case in which the
central focus of the collaboration with the for-
eign partner is to obtain information for, or so-
licit a response to, a legislative or judicial in-
quiry from a foreign government related to intel-
ligence activities carried out by the United
States.

SEC. 309. NATIONAL CYBER THREAT INTEL-
LIGENCE INTEGRATION CENTER.

(a) ESTABLISHMENT.—Title I of the National
Security Act of 1947 (50 U.S.C. 3021 et seq.) is
amended—

(1) by redesignating section 119B as section
119C; and

(2) by inserting after section 119A the fol-
lowing new section:

“SEC. 119B. CYBER THREAT INTELLIGENCE INTE-
GRATION CENTER.

““(a) ESTABLISHMENT.—There is within the Of-
fice of the Director of National Intelligence a
Cyber Threat Intelligence Integration Center.

““(b) DIRECTOR.—There is a Director of the
Cyber Threat Intelligence Integration Center,
who shall be the head of the Cyber Threat Intel-
ligence Integration Center, and who shall be ap-
pointed by the Director of National Intelligence.

H4401

‘““(c) PRIMARY MISSIONS.—The Cyber Threat
Intelligence Integration Center shall—

‘““(1) serve as the primary organization within
the Federal Government for analyzing and inte-
grating all intelligence possessed or acquired by
the United States pertaining to cyber threats;

““(2) ensure that appropriate departments and
agencies of the Federal Government have full
access to and receive all-source intelligence sup-
port needed to execute the cyber threat intel-
ligence activities of such agencies and to per-
form independent, alternative analyses;

“(3) disseminate cyber threat analysis to the
President, the appropriate departments and
agencies of the Federal Govermment, and the
appropriate committees of Congress;

‘““(4) coordinate cyber threat intelligence ac-
tivities of the departments and agencies of the
Federal Government; and

“‘(5) conduct strategic cyber threat intelligence
planning for the Federal Government.

“(d) LIMITATIONS.—The Cyber Threat Intel-
ligence Integration Center—

‘““(1) may mot have more than 50 permanent
positions;

‘“(2) in carrying out the primary missions of
the Center described in subsection (c), may not
augment staffing through detailees, assignees,
or core contractor personnel or enter into any
personal services contracts to exceed the limita-
tion under paragraph (1); and

““(3) shall be located in a building owned or
operated by an element of the intelligence com-
munity as of the date of the enactment of this
section.”’.

(b) TABLE OF CONTENTS AMENDMENTS.—The
table of contents in the first section of the Na-
tional Security Act of 1947, as amended by sec-
tion 102 of this title, is further amended by strik-
ing the item relating to section 119B and insert-
ing the following new items:

“Sec. 119B. Cyber Threat Intelligence Integra-
tion Center.
“Sec. 119C. National intelligence centers.’’.
SEC. 310. INTELLIGENCE COMMUNITY BUSINESS
SYSTEM TRANSFORMATION.

Section 506D of the National Security Act of
1947 (50 U.S.C. 3100) is amended to read as fol-
lows:

“INTELLIGENCE COMMUNITY BUSINESS SYSTEM

TRANSFORMATION

“SEC. 506D. (a) LIMITATION ON OBLIGATION OF
FUNDS.—(1) Subject to paragraph (3), no funds
appropriated to any element of the intelligence
community may be obligated for an intelligence
community business system transformation that
will have a total cost in excess of $3,000,000 un-
less the Chief Information Officer of the Intel-
ligence Community makes a certification de-
scribed in paragraph (2) with respect to such in-
telligence community business system trans-
formation.

‘““(2) The certification described in this para-
graph for an intelligence community business
system transformation is a certification made by
the Chief Information Officer of the Intelligence
Community that the intelligence community
business system transformation—

““(A) complies with the enterprise architecture
under subsection (b) and such other policies and
standards that the Chief Information Officer of
the Intelligence Community considers appro-
priate; or

‘““(B) is necessary—

‘(i) to achieve a critical national security ca-
pability or address a critical requirement; or

“‘(ii) to prevent a significant adverse effect on
a project that is needed to achieve an essential
capability, taking into consideration any alter-
native solutions for preventing such adverse ef-
fect.

“(3) With respect to a fiscal year after fiscal
year 2010, the amount referred to in paragraph
(1) in the matter preceding subparagraph (A)
shall be equal to the sum of—

‘“(A) the amount in effect under such para-
graph (1) for the preceding fiscal year (deter-
mined after application of this paragraph,), plus
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‘““(B) such amount multiplied by the annual
percentage increase in the Consumer Price Index
(all items; U.S. city average) as of September of
the previous fiscal year.

‘“(b) ENTERPRISE ARCHITECTURE FOR INTEL-
LIGENCE COMMUNITY BUSINESS SYSTEMS.—(1)
The Director of National Intelligence shall de-
velop and implement an enterprise architecture
to cover all intelligence community business sys-
tems, and the functions and activities supported
by such business systems. The enterprise archi-
tecture shall be sufficiently defined to effec-
tively guide, constrain, and permit implementa-
tion of interoperable intelligence community
business system solutions, consistent with appli-
cable policies and procedures established by the
Director of the Office of Management and
Budget.

‘““(2) The enterprise architecture under para-
graph (1) shall include the following:

“(A) An information infrastructure that will
enable the intelligence community to—

‘(i) comply with all Federal accounting, fi-
nancial management, and reporting require-
ments;

‘(i) routinely produce timely, accurate, and
reliable financial information for management
purposes;

““(iii) integrate budget, accounting, and pro-
gram information and systems; and

“‘(iv) provide for the measurement of perform-
ance, including the ability to produce timely,
relevant, and reliable cost information.

“(B) Policies, procedures, data standards, and
system interface requirements that apply uni-
formly throughout the intelligence community.

“(c) RESPONSIBILITIES FOR INTELLIGENCE
COMMUNITY BUSINESS SYSTEM TRANS-
FORMATION.—The Director of National Intel-
ligence shall be responsible for the entire life
cycle of an intelligence community business sys-
tem transformation, including review, approval,
and oversight of the planning, design, acquisi-
tion, deployment, operation, and maintenance
of the business system transformation.

“(d) INTELLIGENCE COMMUNITY BUSINESS SYS-
TEM INVESTMENT REVIEW.—(1) The Chief Infor-
mation Officer of the Intelligence Community
shall establish and implement, not later than 60
days after October 7, 2010, an investment review
process for the intelligence community business
systems for which the Chief Information Officer
of the Intelligence Community is responsible.

‘““(2) The investment review process under
paragraph (1) shall—

““(A) meet the requirements of section 11312 of
title 40, United States Code; and

‘““(B) specifically set forth the responsibilities
of the Chief Information Office of the Intel-
ligence Community under such review process.

‘“(3) The investment review process under
paragraph (1) shall include the following ele-
ments:

‘““(A) Review and approval by an investment
review board (consisting of appropriate rep-
resentatives of the intelligence community) of
each intelligence community business system as
an investment before the obligation of funds for
such system.

“(B) Periodic review, but not less often than
annually, of every intelligence community busi-
ness system investment.

““(C) Thresholds for levels of review to ensure
appropriate review of intelligence community
business system investments depending on the
scope, complexity, and cost of the system in-
volved.

‘(D) Procedures for making certifications in
accordance with the requirements of subsection
(@)(2).

““(e) RELATION TO ANNUAL REGISTRATION RE-
QUIREMENTS.—Nothing in this section shall be
construed to alter the requirements of section
8083 of the Department of Defense Appropria-
tions Act, 2005 (Public Law 108-287; 118 Stat.
989), with regard to information technology sys-
tems (as defined in subsection (d) of such sec-
tion).
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“(f) RELATIONSHIP TO DEFENSE BUSINESS EN-
TERPRISE ARCHITECTURE.—Intelligence commu-
nity business system transformations certified
under this section shall be deemed to be in com-
pliance with section 2222 of title 10, United
States Code. Nothing in this section shall be
construed to exempt funds authorized to be ap-
propriated to the Department of Defense for ac-
tivities other than an intelligence community
business system transformation from the require-
ments of such section 2222, to the extent that
such requirements are otherwise applicable.

“(9) RELATION TO CLINGER-COHEN ACT.—(1)
Executive agency responsibilities in chapter 113
of title 40, United States Code, for any intel-
ligence community business system trans-
formation shall be exercised jointly by—

““(A) the Director of National Intelligence and
the Chief Information Officer of the Intelligence
Community; and

““(B) the head of the executive agency that
contains the element of the intelligence commu-
nity involved and the chief information officer
of that executive agency.

““(2) The Director of National Intelligence and
the head of the executive agency referred to in
paragraph (I1)(B) shall enter into a memo-
randum of understanding to carry out the re-
quirements of this section in a manner that best
meets the needs of the intelligence community
and the executive agency.

““(h) DEFINITIONS.—In this section:

‘(1) The term ‘enterprise architecture’ has the
meaning given that term in section 3601(4) of
title 44, United States Code.

“(2) The terms ‘information system’ and ‘in-
formation technology’ have the meanings given
those terms in section 11101 of title 40, United
States Code.

“(3) The term ‘intelligence community busi-
ness system’ means an information system, in-
cluding a national security system, that is oper-
ated by, for, or on behalf of an element of the
intelligence community, including a financial
system, mixed system, financial data feeder sys-
tem, and the business infrastructure capabilities
shared by the systems of the business enterprise
architecture, including people, process, and
technology, that build upon the core infrastruc-
ture used to support business activities, such as
acquisition, financial management, logistics,
strategic planning and budgeting, installations
and environment, and human resource manage-
ment.

‘“(4) The term ‘intelligence community busi-
ness system transformation’ means—

“(A) the acquisition or development of a new
intelligence community business system, or

“(B) any significant modification or enhance-
ment of an existing intelligence community busi-
ness system (other than necessary to maintain
current services).

“(5) The term ‘national security system’ has
the meaning given that term in section 3552(b) of
title 44, United States Code.”’.

SEC. 311. INCLUSION OF INSPECTOR GENERAL OF
INTELLIGENCE COMMUNITY IN
COUNCIL OF INSPECTORS GENERAL
ON INTEGRITY AND EFFICIENCY.

Section 11(b)(1)(B) of the Inspector General
Act of 1978 (Public Law 95452; 5 U.S.C. App.)
is amended by striking ‘‘the Office of the Direc-
tor of National Intelligence’ and inserting ‘‘the
Intelligence Community”’.

SEC. 312. AUTHORITIES OF THE INSPECTOR GEN-
ERAL FOR THE CENTRAL INTEL-
LIGENCE AGENCY.

(a) INFORMATION AND ASSISTANCE.—Para-
graph (9) of section 17(e) of the Central Intel-
ligence Agency Act of 1949 (50 U.S.C. 3517(e)(9))
is amended to read as follows:

“(9)(A) The Inspector General may request
such information or assistance as may be nec-
essary for carrying out the duties and respon-
sibilities of the Inspector General provided by
this section from any Federal, State, or local
governmental agency or unit thereof.

“(B) Upon request of the Inspector General
for information or assistance from a department
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or agency of the Federal Government, the head
of the department or agency involved, insofar as
practicable and not in contravention of any ex-
isting statutory restriction or regulation of such
department or agency, shall furnish to the In-
spector General, or to an authorized designee,
such information or assistance.

“(C) Nothing in this paragraph may be con-
strued to provide any new authority to the Cen-
tral Intelligence Agency to conduct intelligence
activity in the United States.

‘“‘‘D) In this paragraph, the term ‘State’
means each of the several States, the Distr